MEMORANDUM FOR SEE DISTRIBUTION


1. References. See Enclosure

2. This policy applies to all USFK Military members, Civilian employees, invited contractors, technical representatives, dependents, and all those supporting USFK operations.

3. OPSEC is a command responsibility. Every USFK member must know and practice proper OPSEC procedures as a continuous, disciplined habit. Lives and mission accomplishment are at risk and proper OPSEC significantly reduces risk. Sensitive or Critical Information, including "Controlled Unclassified Information," require protection.

4. I direct each Soldier, Sailor, Airman, Marine, Guardian, DoD civilian employee and contractor, at all levels, to protect both classified and sensitive unclassified information that could potentially be exploited by our adversaries.

5. The successful enforcement of OPSEC procedures will prevent serious injury and possibly death of USFK service members and our coalition partners; damage to our key mission essential facilities, equipment, or logistic stocks; or loss of a critical technology capability.

6. Point of contact is USFK J39, Information Operations and Operations Security Program, DSN 755-4065 or indopacom.yongsan.usfk.mbx.j39-io@mail.mil.
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