HEADQUARTERS, UNITED STATES FORCES KOREA

UNIT #15237
APO AP 96205-5237

FKCC 17 T 2011

MEMORANDUM FOR SEE DISTRIBUTION

SUBJECT: United States Forces Korea (USFK) Command Policy Letter #5, Operations
Security (OPSEC)

1. This policy, effective immediately, remains in effect until rescinded or superseded.

2. References:

a. Department of Defense (DoD) Directive 5205.02, DoD Operations Security, 6 March
2006.

b. Joint Publication 3-13.3, Joint Operations Security, 29 June 2006.

¢. Combined Forces Command Operations Publication 3-4.9, Operations Security, 1 January
2007.

3. This policy applies to all USFK military members, DoD civilian employees, USFK-invited
contractors, technical representatives, USFK dependants, and all those supporting USFK
operations.

4. OPSEC is a command responsibility. Every USFK member must know and practice proper
OPSEC procedures as a continuous, disciplined habit. Lives and mission accomplishment are at
risk and proper OPSEC reduces the risk — significantly. Sensitive or Critical Information that
requires protection includes (but is not limited to):

a. Privacy Act Information, or personal information regarding unit, personnel or families.

b. Documents marked “For Official Use Only” or “Controlled Unclassified Information”.

c. Unit status, capabilities, vulnerabilities, limitations, and force protection measures,

d. Installation maps indicating key nodes, critical facilities, and infrastructure.

e. Communications and information system/network procedures and vulnerabilities.

f. Detailed travel itineraries and agendas of senior leadership.

This letter can be found at http.//www.ustk.mil




